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Written Information Security Plan (WISP)

This Document is for general distribution and is available to all employees.
This Document is available to Clients by request and with consent of the Firm’s Data Security Coordinator.
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Written Information Security Plan (WISP)

 Written Information Security Plan 
(WISP) Personally 

TUOLUMNE BOOKS LLC, the Firm). This WISP 
is to 

The purpose of the WISP is to:

Protect PII against anticipated threats or hazards to the security or integrity of such information.
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The Firm Cian Richardson 

 Implementing the WISP including all daily operational protocols

 

 
 
 

 electronic transmission of tax returns to implement and maintain appropriate security measures for the PII to  

 

 

 
 

 WISP. All attendees at such training sessions are required to certify their attendance at the training and   

The Firm has designated  Cian  Richardson
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PII Collection and Retention Policy

A

 attachment to this WISP.

Personnel Accountability Policy

 

[complete and attach after  

 
 retained PII.

 
 

 to their account.
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     compliance.

 

 

     protecting the security of PII.

 
     termination of employment.

 

 
 

 

PII Disclosure Policy

 
 

 
     

 
 
 

 
 

All security measures included in this WISP shall be reviewed annually before the   beginning of each 
calendar year to ensure that the policies contained in the WISP are adequate and meet all applicable  federal 
and state regulations. Changes may be made to the WISP at any time they are warranted.  When the WISP is 
amended, employees will be informed in writing. The DSC and principal owners of   the frm will be responsible 
for the review and modifcation of the WISP, including any security 

 
improvement recommendations from 

employees, security consultants, IT contractors, and regulatory 
 

sources.

The Firm
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     other inquirers.

 
 

Network Protection Policy

A
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    Firm  employee at any time.

 

  
 

 
     call or SMS text message (out of stream from the data sent).

 

Wi-Fi Access Policy
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10/30/23 t

Signed: ______________________________________ Date: __________________

Signed: ______________________________________ Date: __________________

Title: Data Security Coordinator

Remote Access Policy

 

are monitored. Nights and Weekends are high threat periods for Remote Access Takeover data 

Connected Devices Policy

 

Information Security Training Policy

Tuolumne
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